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ABSTRACT

The application of risk management aims to minimize the probabil-
ity and or consequences of unfavorable events as well as increase
awareness of risk in strategic and operational decision making in an
effort to achieve organizational goals. The Internal Audit Unit (SPI)
Politeknik Pelayaran Surabaya is a supervisory unit formed to assist
the implementation of Good University Governance by carrying out
inspections or audits of all work units in the non-academic field.Risk
treatment is required through risk management as the implementa-
tion of the management function in risk management at SPI
Politeknik Pelayaran Surabaya. The risk management process uses
a standard risk management process 31000 which consists of a con-
text setting process, risk identification, risk analysis, risk evaluation,
risk management, monitoring and review, and communication and
consultation. This study uses a descriptive qualitative method with
a case study at Internal Audit Unit (SPI) Politeknik Pelayaran Sura-
baya which describes and analyzes risk management using inter-
view and documentation techniques in data collection. Data were
analyzed using an interactive model, including data collection, data
reduction, data presentation, and conclusions or verification. The fi-
nal result of the risk management analysis of the internal audit unit
(SPI) Politeknik Pelayaran Surabaya is a form of handling strategy
in the implementation of internal control.
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Introduction

to create opportunities and risks for the organ-

Developments in the field of education, es-
pecially universities, continue to change and
develop following changes in the internal and
external  environment. Changes in the
organization to adapt to this have the potential
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ization. Opportunity can be an opportunity for
the organization to be better at some level
while risk becomes a potential loss and failure.

The definition of risk according to Hanafi
(2006:1), risk is a hazard, consequence or
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consequence that can occur as aresult of an on-
going process or future event. Meanwhile, ac-
cording to The Institute of Risk Manage-
ment (IRM) and The Association of Insurance
and Risk Managers (AIRMIC) (2002), risk is the
opportunity for something to happen, having
an impact on goals. According to Griffiths
(2005), risk is the threat that an adverse action
or event will affect the organization's ability to
achieve goals and implement successful strate-
gies. Meanwhile, according to the Australian
New Zealand International Standard (AS/NZS
ISO 31000: 2009) and Technical Guidelines for
the Implementation of Control Systems Inter-
nal Government (SPIP) (2009), risk is the pos-
sibility of events that threaten the achievement
of the goals and objectives of government agen-
cies. Based on these definitions, it can be con-
cluded that risk is a risk that can be defined as
a state of uncertainty, where if an undesirable
situation occurs, it can cause a loss that hinders
the achievement of organizational goals.

The importance of implementing risk man-
agement in universities, among others, is to
maintain the pillars of Good University Govern-
ance to be maintained, because risk manage-
ment is one of the pillars of the GUG in running
the government's internal control system in a
plenary manner, creating a new pattern of or-
ganization that makes risk as an early warning
system tool in the implementation of organiza-
tional operations, the available resources are
limited, therefore the risk-focused mitigation
process is in dire need of countermeasures.

To ensure the implementation of Good Uni-
versity Governance, internal control has an im-
portant role for the sustainability of an en-
tity. Therefore, the Internal Audit Unit (SPI) at
universities is expected to be able to real-
ize Good University Governance (GUG), which
is in accordance with the mandate of Gover-
ment Regulation No. 4 of 2014 that SPI has a
non-academic supervisory function at higher
education institutions. Furthermore, it was re-
affirmed by Minister of Finance Regulation
No. 200 of 2017 that SPI must create and main-
tain a control environment in order to be able
to achieve the effectiveness and efficiency of
BLU activities.

The Internal Audit Unit (SPI) Politeknik Pe-
layaran Surabaya carries out an inspection or

audit process and evaluates the follow-up to
the audit results aimed at assisting the imple-
mentation of supervision of the implementa-
tion of work unit tasks in non-academic fields
within the Politeknik Pelayaran Surabaya In-
ternal Audit Unit (SPI) an auditor internally in
a universities the duty and function to con-
stantly evaluate the results of the performance
of financial institutions is high, keep an eye on
every policy management and reporting the re-
sults of the evaluation and supervision are the
leaders. It the corresponding listedin Gover-
ment Regulation No. 23 of 2005 chapter 35 par-
agraph 1 which states that the examination
ofinternal Agency Services General or college
high undertaken by the Internal Audit Unit
which is a unit of work that is located directly
under the leadership of General Services
Agency.

According to Minister of Finance Regulation
No. 200/PMK.05/2017 concerning the Internal
Control System of Public Service Agencies
chapter 1 BLU Internal Control Unit, here in af-
ter abbreviated as SPI, is a BLU work unit that
carries out the Internal Control function. Su-
pervision Internal is an activity giving assur-
ance and consulting that bersift independently
and objectively, withthe goal to increase value
and improve operational BLU, through ap-
proaches that systematically, by evaluating and
improving the effectiveness of the management
of risk, control, and process governance BLU.
Meanwhile, according to Minister of Transpor-
tation'decision No. KM 144 2019 Unit Inspec-
tion Intern at Agency Services General are
hereinafter referred to as SPI BLU, a unit of
work BLU who run the audit function internally
that is formed by Leadership BLU

Audit findings that are well presented in the
internal audit report will inform management
about weaknesses in internal control which if
left unchecked can lead to fraud that is detri-
mental to the organization. These weaknesses
can pose threats and risks that can cause losses
so that risk management is one of the im-
portant elements in carrying out internal con-
trols that have work complexity and all activi-
ties that can increase the level of risk faced by
internal audit unit SPI Politeknik Pelayaran Su-
rabaya.
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In Indonesia, risk management was first
implemented in 2008 at the Ministry of Finance
in response to the mandate of Government Reg-
ulation No. 60 of 2008 concerning the Govern-
ment's Internal Control System (SPIP), which
stipulates that risk management must be im-
plemented in all government agencies. Risk
management according to Goverment Regula-
tion No 60/2008 and its development takes the
essence of three risk management frameworks
from three major schools of international risk
management standards, namely AS/NZS
4360:2004, COSO ERM-2004 and ISO 31000:
2018. (Yuli Ari, 2020:13).

BPKP encourages all government agencies
to implement SPIP and risk management, one
of which is the Ministry of Finance. The Minis-
try of Finance is one example of a government
agency that has implemented SPIP, especially
risk management in a structured and system-
atic way because it has used a risk management
process framework that refers to ISO 31000:
2009 ( Mukhlis & Supriydsi, 2018). The Minis-
try of Finance issues Minister of Finance Regu-
lation Number 171/PMK.01/2016 concerning
Risk Management in the Ministry of Fi-
nance. The Risk Management process consists
of stages of communication and consultation,
setting context, risk assessment which includes
risk identification, risk analysis, and risk evalu-
ation, risk management and monitoring and re-
view.

Then it was also marked by the issuance of
risk management ISO 31000 in 2009 which
was adopted identically by BSN under the name
SNIISO 31000:2011 which is proof that the ap-
plication of risk management in Indonesia has
begun to be applied in several organizations as
explained from the results of the CRMS Indone-
sia survey (Ahmad and Rosmiati, 2019). Mean-
while, in implementing risk management in In-
donesia according to the National Committee
on Governance Policy (KNKG), government
agencies can refer to the guidelines issued by
the KNKG in 2012 namely the Governance -
based risk guidelines which mostly refer to ISO
31000:2018 Risk Management.

ISO (International Organization for Stand-
ardization) is a non-governmental organiza-
tion consisting of National Standardization
Body from each country. ISO was founded in

1947 which is a combination of ISA (Interna-
tional Federation of the National Standadizing
Associations) which was founded in New York
in 1926 with UNSCC (United Nations Standards
34 Coordinating Committee), which was
founded in London in 1944. ISO 31000:
2009 Risk Management-Principles and Guid-
lines is one of the international standards in the
field of management systems. After ISO 31000:
2009 was published, many countries adopted it
as their national risk management standard, in-
cluding Indonesia which adopted SNI ISO
31000:2011 Risk Management - Principles and
Guidelines in 2011. Then in 2018, the first revi-
sion of the ISO 31000 standard was carried out.
since its publication in 2009 (Susilo and Kaho,
2018).

According to ISO 31000, risk management
is a coordinated activity to direct and control an
organization in dealing with risk. The purpose
of risk management implementation is value
creation and value protection which is
achieved by managing risk in decision making,
process setting and target achievement activi-
ties as well as performance improvement. [SO
31000 aims to provide principles, frameworks
and processes for performing risk manage-
ment. Although ISO 31000 provides general
guidance, this standard does not aim to uni-
form risk management across organizations,
but aims to provide supporting standards for
the application of risk management in an effort
to guarantee the achievement of organizational
goals. This international standard can be used
by any organization, regardless of size, activity
or field of organization (Yap, 2017).

The advantages of ISO 31000 compared to
other frameworks according to Susilo and Kaho
(2010) are the ease of implementing it, the
scope of application is more general. Mean-
while, according to Susanto (Pusdiklatwas
BPK) ISO 31000 has the essential advantageof
providing more detailed guidance and compre-
hensive and can be used in either organization
with profi t and non-profit oriented.

In 2018, the international standards organ-
ization ISO published ISO 31000:2018 Risk
Management Guidelines. This standard re-
places ISO 31000:2009 Risk Management Prin-
ciples and Guidelines published in November
2009. This revision is part of a systematic
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review process that applies to all ISO stand-
ards. ISOs. The implementation of risk manage-
ment ISO 31000 consists of three elements:
principles, frameworks, and processes. Risk
management principles are the basis of risk
management practice or philosophy. The
framework is a structured and systematic ar-
rangement of risk management systems
throughout the organization. Processes are se-
quential and interrelated risk management ac-
tivities.

According to ISO 31000:2018 the process
of implementing risk management consists of
several stages, including:

1. Communication and Consultation
2. Establish Scope, Context, and Criteria
3. Risk Assessment
4. Risk Treatment
5. Monitoring and Review
6. Recording and Reporting

The ISO 31000 method as a risk assessment
method uses the term risk management which
refers to the architecture to manage risk effec-
tively ensuring complete and adequate risk in-
formation that is used as a basis for decision
making. Therefore, the implementation of risk
management is required SPI Pelayaran Sura-
baya to analyze the risks that exist I by using or
referring to the ISO 31000 method.

Methods

This study uses a qualitative method with a
descriptive analytical approach to the Analysis
of Application of Risk Management at the Inter-
nal Audit Unit (SPI) Politeknik Pelayaran Sura-
baa Using ISO 31000. Qualitative descriptive
research can be interpreted as a problem-solv-
ing procedure that is studied by describing the
subject and object based on the facts that occur
in the field.

The location of the research was carried
out at Politeknik Pelayaran Surabaya which is
located at Jalan Gunung Anyar Boulevard No.1
Surabaya. The object of research in this study
includes risk management that can be used to
anticipate environmental changes, develop
Good University Governance, optimize the
preparation of strategic management in an ef-
fort to achieve organizational goals.

Meanwhile, the subject of this research is

the Internal Audit Unit (SPI) Politeknik

Pelayaran Surabaya for the period 2020. The
type of data used in this study is qualitative
data obtained from interviews and observa-
tions, while the data sources obtained consist
of primary and secondary data. The primary
data sources are the results of interview ques-
tions, while the secondary data sources are
books, journals, articles and risk management
application standards using the ISO 31000
method.

Results and Discussion
Implementation of I1SO 31000 Risk Manage-
ment at Internal Audit Unit (SPI)Politeknik
Pelayaran Surabaya.
1. Communication and Consulting

The implementation of communication and
consultation is carried out at the initial stage of
risk preparation which is carried out at the be-
ginning of the year under the coordination of
the Quality Assurance Unit by conducting risk
management forums or socialization, periodic
and incidental meetings as well as with Focus
Group Discussions to units within Internal Au-
dit Unit (SPI) Politeknik Pelayaran Surabaya is
one of the units that also conducts communica-
tion and consultation related to risk manage-
ment.
2. Context Determination

Context determination is the stage of deter-
mining internal and external parameters, scope
of work, and risk criteria. Setting the context is
the basis for the subsequent risk management
process. Obtaining a comprehensive picture of
the basic parameters, scope, and framework,
aiming to identify the environment for risk
management implementation, identify and de-
fine the most interested parties (key stakehold-
ers), define the scope, objectives, limiting con-
ditions, and expected results and establish cri-
teria for analyzing and evaluating risks

Overview of the Work Unit Scope in the inter-
nal external context

Politeknik Pelayaran Surabaya is a univer-
sity within the Ministry of Transportation,
which is under and responsible to the Head of
the Transportation Human Resources Develop-
ment Agency which has the task of providing
vocational education in the shipping sec-
tor. The purpose of the Surabaya Shipping
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Polytechnic is to produce graduates who have
competence and knowledge in the field of ship-
ping who are professional, excellent and ethical
and able to follow the development of science
and technology and have leadership and dedi-
cation to the Nation and State.

Internal Audit Unit (SPI) Politeknik Pe-
layaran Surabaya

The Internal Audit Unit is an element of the
examiner who carries out his duties in accord-
ance with the provisions of the applicable laws
and in carrying out his duties under and re-
sponsible to the Director ofPoliteknik Pe-
layaran Surabaya.

Drecan ;

Supervisar council

Dleputy
Directur|

Dleputy
Directur I

Deputy :
Directurl|  ~—-7"" Buoard of trustees

rog!

huzlity zzsurance unit
L2y [

Finanee and general

Fioademic and cadet
administration

Academic
administration
subsestion

Finance subsection

Subscetion of cadst and

P General subsection
almuni adminiztration

ST S | N

1

| 1 | I, o
| Support unltl | Depanementl | Business development dlwsmnl

[y Ry A - 1 i 1

Fucticnal group

Pieseatch center & | Chatacter |

COMMURItY ervice | Development Center
o — — o

Figure 3. Organizational Structure of Politeknik Pelayaran Surabaya
Source: Politeknik Pelayaran Surabaya Strategic Plan 2020-2024

3. Risk Assessment
a. Risk Identification

The risk identification stage is the stage to
identify all the entity's activities, both current
and new ones. Risk identification is carried out
with the aim of identifying risk factors that can
hinder the achievement of the entity's objec-

Table 1. Risk Register

tives, cause losses, and even damage the repu-
tation of the entity. This stage establishes what,
where, when, why, and how something can
happen, so that it can have a negative impact
on goal achievement (4w + h). Thorough iden-
tification of risks that exist within the entity
will produce a risk register.

HNo Risk Sratement In charge Cause Impact on Goal Achievement

1 2 3 4 5

T Difficult to get dats as audit materisl from Head of SPI Auditee has buzyness, data is not ready (Implementation of operational audits not
the parts to be audited and auditee concern for the impartance  [on =chedule

of operational sudit is =il lacking.

2 |The preparation of reports of operstional Head of SPI Do not understand the rules on the Reports of operstional audit results are
audit results is less systematic preparation of audit results report considered less credible

F |There is & misunderstanding betveeen Head of SPI There is & gap in under standing There iz & conflict betvween the auditor
the auditor and the audites in hetween auditors and auditess. and the audites.
understanding the audt findings .

* |Operational Audit Results Repaort has not Head of SPI Auditee conziders only internal audit Mo improvements or improvements to the
been followwed up by audites findings performance of Surabaya police

5 |ayditors have conservative thinking in Headd of SPI Litnited auditor knowledge of audites The scope of the audit becomes less
understanding audites problems provisions broad and comprehensive.,

The risk table above explains that the Inter-
nal Audit Unit (SPI) Politeknik Pelayaran Sura-
baya has 5 (five) risks in operational/perfor-
mance audit activities that have the potential to

become obstacles and will have an impact on
achieving strategic goals and organizational
goals.
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b. Risk analysis

At the risk analysis stage, an analysis pro-
cess is carried out to determine the magnitude
of the likelihood and impact of the risk based
on the criteria that have been formulated in the
context setting stage. Then calculate the risk

Table 2. Risk Analysis

value based on the result of the multiplication
between the two so that it can calculate the
level of risk. Risk analysis aims to determine
the profile and map of the risks that exist in the
organization and will be used in the evaluation
process and risk management strategies.

Opinions of group members

Opinions of group members

on the Scale of Possibility on impact scale

Ho Risk Statement Average Impact Average
— o4 o =t L Li=} L oo — o4 o =t el w - oo
P I =i = = = O Pl i = = = o
Ditficult to get data as audit material - et : i |
1 |trom the parts to be sudited 33|33 3o [PIEMentEtion af operslions 33|43 325
audits not on schedule
i et of rtort
z ™ . Ty 1.00 results are considered less I3 (3|3 3.00
systematic N
credible
There iz a misunderstanding between
the auditor and the audites in Therte iz a conflict between the
3
understanding the audit findings. 21222 280 auditor and the audites. 122 240
4 Operational Audit Results Report has alalala asn .ND improverrdne:ﬂstsr . alalals 300
nat been followed up by auditee IMprowements D_ & PEFTONMance :
of Surabaya police
Auditors have conservative thinking in The scope of the audit becomes
5 |understanding auditee problems 11211 1.258 less broad and comprehenszive. 212|122 200

The risk of difficult to obtain data as audit
material from the auditee

Audit result report that has not been fol-
lowed up by the audite

Based on the results of the risk analysis In- 1.
ternal Audit Unit (SPI) Politeknik Pelayaran Su-
rabaya when viewed from the level of possibil- 2.
ity and at the level of impact, there are 2 (two)

main risks, including: RISK MAP

10¢ 150 2L Zz5o roc =03 40

Likelihood

Figure 4. Risk Map

2. Level Il is a low risk status. there is a risk
statement no. 2 (two) which has a score of
3.00 on impact and a score of 1.0 likelihood
Level III is a moderate risk statusin risk
statement no. 3 (three) which has a score of
2.50 on impact and a score of 2.0 on likeli-
hood.

In the risk map above, there is a risk status
map, which consists of 4 (four) levels, namely:
1. Level I is a very low risk status in the 5th

(five) risk statement which hasa score of 3.

2.00 on impact and a score of 1.25 on likeli-

hood

2101 Volume 3 | Number 10 | October | 2022

IJMABER



Masita & Yuhertiana, 2022 / Analysis of Risk Management Implementation in the SPI Politeknik Pelayaran Surabaya Using Iso 31000:2018

4. Level IV is the high risk status in risk state-
ment no. 4 which has a score of 3.00 on im-
pact and a score of 2.50 on likelihood.

5. Level V is a very high risk status in the no.
1 risk statement which has a score of 3.25 on
impact and a score of 3.00 on likelihood.

c. Risk evaluation
Tabel 3. Risk Evaluation

Likelihood | Impact sT —
Ho Risk Statement mpact on Goal Achievement Score Score (::;;3 Rangking |Risk Level
1 2 3 4 5 1] T &
Difficutt to get data as audit Implemertation of operational
1 |material from the parts to be audits not on schedule 3.00 3.25 ERE] 1 wery High
aLclitedd
The preparstion of reports of Reparts of operalttional st
2 |operational audit results is less res:isl are considered less 1.00 3.00 3.00 4 Liowy
systematic creshle
Thete iz a misunderstanding
between the auditor and the There iz a conflict between the i
3 audites in understanding the audit [suditor and the auditee 200 250 5.00 3 Medium
findings.
Operational Audit Results Report [The scope of the sudit becomes
4 |has not been followed up by less broad and comprehensive. 250 3.00 7.50 2 High
audites
y . Mo improvements or
Auditors have conservative imorovements to the
5 [thinking in understanding auditee P . 125 2.00 250 5 Wery Lo
problems performance of Surabays police

Based on the results of the risk analysis, a
risk evaluation was carried out at the Internal
Audit Unit (SPI) Politeknik Pelayaran Surabaya
which aims to determine which risks have the
highest priority level to the lowest and deter-
mine which risks are followed up with treat-
ment and which risks only need to be moni-
tored. At this stage, each level of risk is

Table 4. Risk Treatment

assessed in order of risk priority, which will be
the basis for risk management.

4. Risk Treatment

This stage is the stage of the risk manage-
ment process aimed at determining the type of
effective and efficient treatment for a risk

Ho Risk Statement Risk Level (=R U E Control

1 2 3 4 5

1 |Difficult to get data as audit Yery High  |Urgent action is needed to [Further coordinetion to audits on audit data and
material from the parts to be manage risk. internal socialization of legal foundstions,
audited guidelines by delivering 5T and service notes

and announcements at the time of apple
marning

2 |The preparation of reports of Lo Action is taken if needed  |Make the latest regulatory updstes in
operational audit results is less accordance with standards in the preparation
sy stematic of audit results reports

3 |There iz a mizunderstanding Medium Action is taken if Conduct effective cammunication in carrying
betwesn the suditor and the resources are availshble  |out audits
auditee in understanding the
audit findings.

4 |Cperational Audit Results High Action is needed to Soasiization of draft audit guidelines especially
Report has not been followed manage rizk. about the deadline for completion of followe-up
up by auditee

5 |Auditors have conservative “ery Low  |Mo need for action Transform understanding towards professional
thinking in understanding sketizm with the development of auditor
audites problems competence
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From the results of risk management car-
ried out based on the level of risk, risk manage-
ment is carried out by identifying the various
available options and deciding the best option,
4) avoid Risk, 5) accept Risk

5. Monitoring and Review

Monitoring and review aims to anticipate
sudden and persistent changes in risk, both in
the level of risk and in the direction of risk,

Table 5 Monitoring and Review

which have a negative impact on the risk pro-
file. The monitoring and review process is car-
ried out by monitoring the effectiveness of risk
management plans, strategies, and risk man-
agement systems. Ongoing monitoring and pe-
riodic review of the risk management process
and its results should be a planned part of the
risk management process, with clearly defined
responsibilities.

. Monitoring Monitoring Risks . Monitoring Monitoring
No D (R carried out Reszults Likelih Camelleete: Improvements Time
Description el Impact

1 2 3 4 B [ L & 3

1 |Difficulcta get data | Check list of There are sl .00 3.25| Mat wet Communicating alack of | Every month
as audit material from| completeness of some that need effective data at the time of the
the parts to be audites data time, maorning apple
audited

2 |The preparationof  |Ensure that the There are still 125 2.00] Mat wet Create an FGO schedule | Cluarter
reports of audit results report | auditors whose effective that iz done every Ttime in
operational audit hasbeenreceived  |thinkingis limited. Tmonth, by completing it
results iz less and informed ta the with a list of present and
sustematic audites resume FGO results

3 |Thereiza Ersuring the Thereisna 2.00 2.50| Effective Addinternal socialization | Every
misunderstanding | completeness of the | misunderstandin activities ta the SPlwatch |semester
between the auditor | section gregarding the program list
andthe auditeein  |representatives findings.
understanding the | presentin

4 [Operational &udit Erzuring the Audit findings 2.50 3.00|Effective Erzuring management's | Semester 1
ResultsReparthas  |readinessaofdraft  |hawe been more wilingness to discuss and 2020
not been followed up | operational audit fallowed up certify operational audit
by auditee guidelines implementation guidelines

5 |Auditars have ImplementingFGO | The preparation 100 3.00| Efektive Drafting and ensuring the | Semester 1
conseryative against new laws of the repart has time and budget of the 2020
thinking in and regulations been mare implementation of
understanding sustematic. socialization awdit
auditee problems guidelines have been

approved by management
From the results of monitoring and evalua- Conclusion

tion, there are risks that have not been effective
when ongoing monitoring is carried out,
namely at risks no. 1 and 2. It is necessary to
carry out continuous improvement monitoring
to ensure that corrective actions have been ef-
fectively implemented.

6. Recording and Reporting

Report on the risk management process in
the form of findings and suggestions from the
results of research that has been carried out as
arecommendation material for action by Inter-
nal Audit Unit (SPI) Politeknik Pelyaran Sura-
baya against the risks that occur. Preparation
of report documentation in accordance with
the format of reporting the results of the risk
management analysis.

Based on the analysis and discussion that
has been described, it can be concluded that the
implementation of risk management in the In-
ternal Audit Unit using or referring to ISO
31000 has not been implemented thoroughly
in accordance with the ISO 31000 standard ISO
31000, this is because Politeknik Pelayaran Su-
rabaya in managing risk is still guided by the
ISO standard. 9001 Quality Management that
uses the principle of Risk Based Thinking
(RBT) in achieving customer compliance and
satisfaction, although it includes risk manage-
ment but it is not in accordance with risk man-
agement standards so that it has not been able
to meet the needs of stakeholders broadly, in-
cluding evaluating the effectiveness of an or-
ganization in risk management. This can be
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seen from the implementation of the compo-

nents of the risk management process at Inter-

nal Audit Unit (SPI) Politeknik Pelayaran Sura-
baya as follows:

a. The risk management communication and
consultation process has not been imple-
mented optimally

b. The context determination process has not
been carried out thoroughly so that the cri-
teria for risk management, risk appetite and
risk tolerance have not been regulated

c. Theresults of risk identification have not yet
identified all risks because there are only 5
(five) risks in operational/performance au-
dit activities that have the potential to be-
come obstacles and will have an impact on
achieving strategic goals and organizational
goals, it is known that 4 (four) of them come
from internal risk sources.

d. The Risk Evaluation process has not been
carried out optimally because there is no
comparison between the results of the anal-
ysis

e. The risk management maturity level, which
indicates the organization's maturity level
in carrying out the risk management pro-
cess, is still at the Risk Aware level , which is
a condition that indicates that it already has
an adequate control system but not all of it
can be linked to risks that affect the organi-
zation's activities so that monitoring is un-
likely to be carried out. appropriate for the
relationship of risk to the existing control
system in the organization.

Based on the conclusions above, the au-
thors provide suggestions that are expected to
be useful in that the implementation of risk
management at Internal Audit Unit (SPI)
Politeknik Pelayaran Surabaya is to implement
risk management in its entirety according to
the risk management standard, namely ISO
31000 because ISO risk management if imple-
mented, the purpose of risk management
by value creation and protection, improving
performance, encouraging innovation and sup-
porting the achievement of organizational
goals can be achieved. This can also be done by
integrating the principles of Risk Based Think-
ing (RBT) in the ISO 91000 Quality

Management System into the 31000 Risk Man-
agement System
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